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ability to have control over your own digital destiny

It has become a concern for many policy-makers who feel there is too much control ceded to too few places, too little 
choice in the tech market, and too much power in the hands of a small number of large tech companies.

https://www.weforum.org/agenda/2021/03/europe-digital-sovereignty/

Digital Sovereignty 

the data hardware software that you 
rely on and create



Distribution of Top 100 Digital Platforms

Digital technologies 
are mostly developed 
outside of the EU,” 
with 90 percent of EU 
data managed by US 
companies, and EU-
made micro- chips 
making up only 10 
percent of the 
European market.



The EU 
Model of 
Digital 
Sovereignty

significant support in terms of resources and policy for the 
development of indigenous EU capabilities in emerging 
technologies.

an explicit ambition to create global norms and “gold 
standards” .

rules at both the EU and member-state levels designed to 
reduce exposure to external decision-makers.



• Digital sovereignty – not a uniform concept. Based on published 
positions, statements and reports on the EU-level as well as for 
each of the 27 Member States and the UK, we find that digital 
sovereignty is not a uniform concept. 

• Our analysis, however, suggests that despite marked differences 
three common dimensions of digital sovereignty exist: 

1) Privacy, 

2) Cybersecurity and 

3) Strategic. 

Whilst the first dimension revolves predominantly around the individual ability 
to control their digital lives and data, the second and third dimensions refer 
mostly to the collective level of states’ as well as the EU seeking to (re-)gain 
control and leadership in the digital age.

Digital Sovereignty Europe



For the European economic heavyweights France 
and Germany as well as digital leaders such as 
Denmark and Estonia the concept of digital 
sovereignty encompasses all three dimensions 
whilst the strategic dimension appears to dominate 
at the moment. The same is true on the EU-level. 
However, France and Germany stand out and apply 
the broadest scope of digital sovereignty as their 
strategy papers lift the concept even to

France, Germany, Denmark 
and Estonia The Concept Of 
Digital Sovereignty

being a matter of defending European values 
such as freedom, solidarity and tolerance.



Reactive Approach

is characterised by 
adopting a reactive 
stance against 
cyberattacks and/or 
following EU policy.

“Proactive approach" in this context 
means that extensive economic policy 
or geopolitical measures are taken to 
reduce dependency on foreign or rather 
non-European providers (examples 
include the creation of European cloud 
services, exclusion of certain providers 
of infrastructure and services and the 
establishment of data embassies , etc.)

• In line with their emphasis on the strategic 
dimension of digital sovereignty, France and 
Germany follow a proactive approach. So do 
Denmark and Estonia.

Proactive Approach
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“Kita harus melindungi kedaulatan digital kita 
dan betul-betul kita pertahankan yang namanya 
kandungan lokal, barang lokal. Kalau enggak 
bisa 100 persen barang kita, ya paling tidak 90 
persen, 80 persen kandungan lokalnya. Jaga 
betul yang namanya aset digital kita, jaga betul 
data, informasi, akses pasar, semuanya,”.

Presiden RI



Visi Indonesia 
Digital 2045 -
Kemkominfo

Buku Putih 
Ekonomi Digital 

Indonesia-
Kemenkopereko

nomian

Making Indonesia 
4.0 - 

Kementerian 
Perindustian

Cetak Biru Strategi 
Transformasi Digital 

Kesehatan - 
Kementerian 

Kesehatan

Rencana Induk 
Pengembangan 
Industri Digital 

Indonesia 2023-
2045- 

Kementerian 
PPN/Bappenas

White Paper 
Indonesia Digital 

Sovereignty
Dewan TIK Nasional

Perpres 82/2023 
Tentang Percepatan 
Transformasi Digital 

dan Keterpaduan 
Layanan Digital 

Nasional

Perpres 95/2018 
Tentang SPBE



Kedaulatan Digital 
bukan hanya tanggung 

jawab satu kementerian 
atau lembaga



Siapa yang harus 
memimpin 

kedaulatan digital?
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